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Integrated Risk Predictor 
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CYBER ALERTS  OPERATIVE LEVELS & FAILURES 
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THE MIXED HOLISTIC-REDUCTIONISTIC MODELLING PERSPECTIVE 
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Interconnected telecommunication and SCADA network 



CISIA TLC Entities 



CISIA SCADA Entities 



Medium Voltage electric grid 



CISIA ELE Entities 



All the entities (202) 

































• 4 are the steps 

executed by CISIA 

 

• 2184 are the total 

elements saved in the 

DB (Ols and Faults) 

 

• 4 are the crisp values 

for each record in the 

DB 

 

• 425 KB is the 

dimension of the output 

file for CISIA 

 

• 5 are the input file for 

CISIA 

 

• 326 KB is the overall 

amount of the input file 

for CISIA 
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CockpitCI Operators: a possible dialogue (1) 
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CockpitCI Operators: a possible dialogue (2) 
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CockpitCI Operators: a possible dialogue (3) 
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