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1. OCSVM 

2. Network Dataset 

3. Packet ditribution / users 

4. Packet distribution over time 

5. Rate of packets 

6. First testing 

7. Format of training/testing file 

8. Integration of OCSVM module 

9. Conclusions – Discussion 

 

Introduction 
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OCSVM 

Picture from : Manevitz, Larry M., and Malik Yousef. "One-class SVMs for document classification." the Journal of machine Learning 

research 2 (2002): 139-154. 
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A. Protocols used by the attackers is an important issue -> filter 

this information before OCSVM module.   

B. Source characteristics (gateway, node) and reputation 

 

Dataset analysis 
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Dataset analysis 
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Dataset analysis 
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Dataset analysis 
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OCSVM training - testing 
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OCSVM training - testing 

OCSVM Java: Accuracy = 

99.04336734693877% 

(1553/1568) (classification)  
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Integration 
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Conclusions – Discussion 

OCSVM Model  

Time fragmentation (weekends, weekdays, morning, evening etc.) 

 

Zone fragmentation (high traffic zone, low traffic zone) 

 



Any question ? Any question ? 



Thank you for your attention Thank you for your attention 


